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ABSTRACT 

JARRAR, SALIM, ATA., Masters : June : [2022, Master of Business Administration 

Title: Using IoT to Support Operations in the Construction Sector 

Supervisor of Thesis: Professor Emad Abu Shanab. 

The concept of the Internet of Things (IoT) has become widely accepted within 

a variety of industries. Many companies have already adopted and implemented the 

technology. Construction companies today are striving to achieve their targets by using 

the latest technologies at the lowest possible cost while ensuring maximum security and 

safety. growing number of construction companies are focusing more on the benefits 

of the internet in their projects to improve processes, reduce waste and optimally utilize 

their resources and the Internet of Things (IoT) is making this possible in a much more 

efficient way than before. IoT has now become the newest technology that is being used 

in the construction industry. This paper aims to improve the understanding of the 

importance of IoT and its implementation in the construction industry. The paper 

examines how the Internet of Things can be applied to the construction industry based 

on various studies done by researchers. This article discusses the factors influence the 

adoption of based on the results of surveys conducted and identifies future work needs 

related to the use of IoT in various fields. 

Survey has been conducted and data has been collected from 375 workers and 

142 staff and the data has been analyzed. descriptive analysis, reliability & correlations 

were conducted on the survey given and then followed by multiple regression to 

validate the significant variables which are specified in the research, and we found that 

we have resistance and safety in the stuff model were insignificant. However, in the 

worker survey, we found ease of use, security & accessibility & dependability of IoT 
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technology are insignificant which has been discussed thoroughly in the “Division of 

results section “ 

Keyword: IoT, Internet of Things 
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CHAPTER 1: INTRODUCTION 

1.1 Background information 

The search for new opportunities begins by recognizing information technology 

as a major driver of many of the developments that our society has witnessed recently, 

especially in the field of industrial development, IT is always evolving and facilitating 

business like no other.  

In addition to enabling organizations, partners, workers, and customers, 

information technology (IT) has been at the forefront of effectively automating and 

expediting several business processes. Besides enabling simple and complex company 

procedures, IT has now effectively invaded every industrial category to provide newer 

and more customer-centric business solutions. 

In a nutshell, IT can both create and improve business outputs and expectations 

to a large extent. A strategic collaboration between businesses and IT is ensuring that 

companies become and remain updated, adaptable, scalable, and instant-on enterprises. 

The Internet is at the heart of this IT revolution, as the Internet is always 

expanding and creating new applications and enterprises. Technology advancements 

are expanding the Internet's limits, increasing its relevance to society, and providing 

new value through its expansion as well as further use. Even in developing countries, 

broadband Internet access is becoming more and more affordable and commonplace. 

Also, devices are getting smaller, and their processing power and storage capacity keeps 

growing. This not only changes the way individuals access the Internet but also opens 

a variety of new opportunities for businesses. 

Digitalization, distribution, and decentralization have led to renewed interest in 

realizing a legion of digitized objects that are termed and promoted as smart objects 

that are derived from everyday objects. That is, common and casual things are being 
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empowered or modernized to possess some of the IT capabilities such as computing, 

networking, communication, sensing, actuation, and display. So, not only computers 

and electronic devices but also everyday objects and artifacts become part of 

mainstream computing. In short, the combination of minimization, integration, 

collaboration, consolidation, and automation technologies provides affordable, 

connected, reliable, context-aware, and dependable devices. Which is supporting the 

move toward an "always connected" paradigm, also known as the "Internet of Things" 

(IoT) (Coetzee and Eksteen, 2011). 

The Internet of Things where things start to think.  is a new approach to thinking 

about connected things When physical objects are added to the Internet, it expands the 

Internet and makes it smarter and more useful. As part of the IoT paradigm, all tangible 

things will become digitalized, so they can have the sensors and communication 

capabilities they need to be able to participate in the main computing process. A lot of 

devices and things will become connected to the Internet, objects can be transformed 

into useful, usable, and extraordinary artifacts with each of them providing data and 

information, and some even offering services. This allows them to use their unique 

functionalities and features to meet the needs of people and businesses in a variety of 

ways.  

The Internet of Things is already having an impact on a wide range of 

applications in lot of industries, from Green IT and energy efficiency to logistics, Also, 

there are many benefits from applying IoT to construction projects, and these 

advantages can be related to improving the efficiency of the project, safety, and 

performance. These benefits can also be achieved by the implementation of a robust 

and real-time method of collecting data and information. Also, construction sites 

equipment’s will be interconnected through networking so that they can work 
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collaboratively together. Schedules and reports might be automatically updated with 

the help of drones, Off-site prefabrication will be done, and on-site assembly will be 

completed. The technology of the future is now available, but implementation is the 

challenge(Jackson, 2021). 

1.2 Purpose of the research 

Focusing on using IoT to support operations in construction, the purpose of this 

study is answering the following research questions: 

 How does the IoT contribute to achieving value in construction industry, and 

what are its potential applications? 

 What are the challenges facing any potential application of the IoT in 

construction industry? 

 What are the factors that are influencing the adoption of IoT in construction 

industry? 

In this paper we will deepen the reader's understanding of the importance and 

the practical application of IoT in the construction industry and the major challenges 

that might hinder any potential application of IoT. The paper presents a comprehensive 

study on IoT's use in the construction industry based on the research that has been done 

by various researchers in the field. As part of our research, we reviewed the findings of 

their work. Also, we provided a discussion about the factors that might influence the 

adoption of construction stakeholders for any future implementation of IoT in 

construction industry. 

1.3 The scope of the study 

In the scope of the study, there are two categories of construction stakeholders 

working in Qatar. In the first category, we studied blue-collar workers, examining their 

acceptance of the use of IoT technology during work, while in the other category, we 
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studied decision makers, examining their willingness to invest in IoT technology. 

1.4 Motivation of the study 

Constantly increasing competition and challenges for construction enterprises 

in combination with the rapid development of information and communication 

technologies require digitalization of business processes related to this industry, We 

argue that one of the key steps for construction companies toward a better future in the 

industry is to recognize a “planned IoT ecosystem”, where a systematic processing of 

high volumes of sensor and machine data in real time to extract actionable insights is 

essential for providing true business value. Even though IoT offers numerous benefits 

to the construction industry, the adoption of IoT systems faces many challenges. 

Therefore, this study aims to identify which of the factors influence IoT adoption in 

Qatar and how they can be overcome. To ensure that any potential implementations of 

IoT systems in Qatar overcome these challenges and deliver their intended benefits to 

construction business as well as organizations. 

1.5 Benefits of the study 

Construction stakeholders and those interested in the industry are expected to 

find this study useful in many ways. Starting from clarifying the advantages that the 

construction industry can gain from the application of IoT technology, in addition to 

studying the challenges that may hinder any potential application of IoT in the 

construction industry, passing through putting useful insights in the hands of decision 

makers  to enable them  from developing an IoT implementation plan based on data 

collected from construction stakeholders to increase the possibility of the success of 

any potential application of the Internet of things and ensuring obtaining the best 

desired results, taking into consideration the dispelling of fears that may circulate in the 

minds of service beneficiaries at the construction site and, on the other hand, decision 
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makers themselves and facilitating the decision-making process of investing in IoT 

technology in construction. 

1.6 Structure of the study 

This study developed and evaluated a conceptual model with number of 

hypotheses, which was based on the abovementioned explanations and assumptions. In 

order to present the results and the practical implications of this study, the paper is 

divided into five sections: The Introduction (Chapter -1), The literature review 

(Chapter-2), which includes the key factors that underlie the conceptual model and 

hypotheses beside the potential applications of IoT in construction sector, The research 

methodology (Chapter-3). The data which has been analyzed by using SPSS IBM 

(Chapter-4). The discussion of results and practical implications of the study (Chpapter-

5), then concludes with the outcome and lessons learned (Chapter-6). 
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CHAPTER 2: LITERATURE REVIEW  

In the past few years, it has become the aim of construction companies to 

employ the latest technologies to attain their targets in the shortest time as well as 

maintain a high level of safety and security. The construction industry is paying more 

attention to the benefits connected to the internet regarding improving processes, 

reducing waste, and maximizing efficiency, and the Internet of Things (IoT) is making 

this possible more efficiently than ever before. Currently, the Internet of Things has 

quickly become among the newest technologies in the construction industry. In this 

context, it is important to note the envisioned scale of the IoT, where billions of items 

transmitting data, many of them having the potential to act and impact the world around 

them. With usage of intelligent data analytics, it is possible that we will be able to make 

better decisions and provide more effective services to the community (Coetzee and 

Eksteen, 2011). Based on the forecast and analysis of future benefits of the IoT by the 

McKinsey Global Institute in 2015, the output value of these fields is expected to reach 

USD 3.9 trillion to 11.1 trillion in 2025, accounting for 11% of the total GDP. In terms 

of building construction, the estimated output value is projected to reach USD 70 billion 

to 150 billion by 2025 (McKinsey Global Institute [MGI], 2015). As result, IoT and the 

wider concept of digital transformation (DT) are becoming a more prominent topic of 

discussion among academics as well as practitioners. 

A. How does the Internet of Things contribute to achieving value in the 

construction industry, and what are its potential applications? 

With the steady development in everything related to information technology, 

it is clear the impact that the Internet of Things may have on many aspects, including 

the societal, environmental, and economic impact. The availability of accurate 

information about the state, location and identity of things and the surrounding 
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environment is an important element in the mechanism for smart decision-making. IoT 

concepts have been demonstrate its capability in a variety of fields, including logistics, 

transportation, asset tracking, smart homes to energy, defense, and agriculture. And still 

the Internet of Things has the potential to greatly affect all aspects of our life (Coetzee 

and Eksteen, 2011).  

Recently, Multinational Construction companies have been among the adopters 

of IoT, examining the benefits of using the embedded intelligence and network 

connectivity of IoT devices to improve their own systems and products. Companies are 

most interested in instrumenting their operations, looking for events that are a warning 

of impending failure in systems, or squeezing additional efficiency out of their 

operations. These are instances of simply upgrading or enhancing existing hardware in 

factories, refineries, office buildings, and other physical plants with IoT goodness. 

Internet of things presents great opportunities for the development of the smart 

construction with many of potential application for IoT and digital solutions in general 

(Häikiö et al., 2020).  

Here we will try to answer the important question, which is how the construction 

industry can benefit from the Internet of things and what are the applications made by 

some companies in the field of the construction industry through a quick review of 

some published literature for a group of researchers. 

2.1 IoT Applications 

2.1.1 Safety  

The construction industry is a challenging domain from the perspective of 

occupational health and safety. According to reports from different countries the 

mortality rate and fatal accidents in the construction industry showed an upward trend 

from 2011 to 2015; resulting construction industry to be considered as one of the most 
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hazardous industries (Kim et al., 2020). 

Although the increased number of non-fatal and fatal accidents at the 

construction work site a lot of attention has been paid to monitoring the construction 

site itself, while safety has remained relatively less addressed (Häikiö et al., 2020). 

Recently this has been changed and there has been expanded concern with respect to 

workers safety at within the construction industry due to the nature of work which 

mainly takes place outside and requires high levels of physical activity (Kim et al., 

2020).  

In addition to accidents on the built environment, construction workers have 

high tendencies to suffer from occupational illnesses, such as heat-related illness due to 

their work which mainly takes place outside specially in gulf area and making 

construction from top three sectors to suffer from work related injuries in Qatar 

(Mehmood et al., 2018). 

Traditionally, construction workers’ health conditions are measured by 

subjective methods, corresponding to surveys. However, due to the character of self-

reported questionnaires, these measurements could also be partly biased. Additionally, 

surveys usually ensue throughout break times; therefore, they will not mirror a worker’s 

condition whereas they are active. (Kim et al., 2020). Therefore, the demand for sensing 

and warning-based technologies are increased in the construction industry for 

occupational health and safety (OHS) monitoring and management (Antwi-afari et al., 

2019)., moreover tracking of daily activities, stress, sleep, and any other type of health-

related measure gaining an importance (Choe et al., 2014), as it gives the opportunity 

for better decision making based on trusted and real time data.    

Recently, with the wide spread of wearable wristbands and smart watches and 

using them to locate position or to check the physiological status, multiple attempts 
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have been made to replace traditional physiological test methods and adopting the new 

technology in many areas including construction industry with potential usage to locate 

workers position in large construction sites and track assets in real time (Kim et al., 

2020), beside monitoring the physical activities and movements to reduce the over-

exertion and prevent any potential life risk specially in high temperature places (Häikiö 

et al., 2020).  

Kim et al., 2020 discussed  an implementation of wearable smart band designed 

for construction workers, the proposed platform collects a worker’s physiological data 

through a wearable armband that consists of three sensors 

(photoplethysmographic(PPG) sensor ,temperature sensor, accelerometer sensor), to 

work in harmonized way to measures the volume of blood flow by detecting changes 

in the intensity of the reflected light through the PPG sensor, and tracking the current 

location of worker through the accelerometer sensor, and the temperature sensor will 

be responsible for reporting the skin temperature of the worker, the collected date is 

transferred directly to web deployed service for analysis and reporting any potential 

risk. 

The main purpose of the platform is observing the physiological conditions to 

protect field workers from potential heat-related risk and specifying their need for break 

time and their ability to continue working within the current environment. Giving the 

opportunity for Personal Management System (PMS) to monitor individual health 

status and report the individual risk assessment based the recorded behavior and the 

collected data. The platform keeps notifying the construction manager through 

smartphone about any potential risk to take the proper preventive action.   

2.1.2 Maintenance of Machinery and Equipment 

Equipment maintenance work is vital to avoid additional expenses due to 
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unexpected damages. Internet of Things using the sensor installed on equipment 

allowing it to send data regarding the present status or any requirement for any 

maintenance or repair. construction machinery is usually equipped with sensors 

wherever these sensors will monitor remotely any sign of the mandatory maintenance 

like temperature fluctuations, excessive vibrations so on. In addition, the long usage of 

equipment most probably will require maintenance on the equipment. Through the 

connected IoT sensors, work time are often logged giving better opportunity for 

planning the required maintenance without affecting work progress. 

(Xiaoli, Yunbo and Guoxin, 2011) introduced the concept of “IITEM” to outline the 

main functionalities of IoT based equipment maintenance system. 

1- Through the information network, provide technical support for remote 

equipment fault diagnosis and scientific maintenance, provide feedback control 

signals for optimal equipment operating status control, implement optimal 

equipment operating status control, and ensure that the equipment operates in a 

secure zone or in an energy-efficient and environmentally friendly state. 

2- When an equipment's dynamic operating parameters surpass a predetermined 

threshold value, an alert will be triggered immediately and automatically to 

notify the appropriate personnel of the problem's progress. Not only does it keep 

an eye on how well a piece of equipment is working, but it may also pinpoint 

the source of the problem and identify the malfunctioning component. 

3- Make early predictions about the possible failure of the equipment, figure out 

when the work status is poor enough that the equipment needs to be shut down 

for maintenance, and give a scientific and technological foundation for moving 

from traditional time-based preventive maintenance to condition-based 

predictive maintenance. 
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2.1.3 Remote Operation 

(Mahmud, Assan, and Islam, 2018) highlighted the possibility of using the 

Internet of Things to undertake remote operations. Because construction is exposed to 

a variety of conditions, efficient observation is required to ensure that the project runs 

smoothly. Through the Internet of Things, instructions from remote sources may be 

generated if equipment are physically connected or wirelessly connected to the Internet. 

A linked device can receive directions and then function independently in the connected 

locations after receiving the directives. Take, for example, using a drone as a tool to 

monitor worker health and safety while also periodically checking on the progress of 

building projects. 

2.1.4 Power, Fuel and Energy Savings 

Unmanaged fuel  and energy  consumption  will result  in waste  affecting  the 

cost  of the project  through  the Internet  of Things  approach  the site  can send  

information  on the amount  of electricity and fuel  used  and the use of lighting  after 

work  hours  can be adjusted  to save  energy In  addition  machinery  can be controlled  

to automatically  shut  down if they are not moving  within specific period of time  to 

save  fuel (Mahmud, Assan and Islam, 2018). 

2.1.5 Prefabricated Buildings 

Prefabricated buildings, consist of manufactured building elements being 

created in factories in advance which are transported to the construction site and then 

assembled on-site, prefabricated buildings are traditionally fully fitted with all required 

utilities and ready for immediate use when delivered and connected ,prefabricated 

buildings are widely promoted as one of sustainable construction ways for the benefits 

of a short construction time, high quality, low cost and less energy consumption, 

however, with the increased demand for prefabricated buildings, it is found that the low 
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degree of informatization in the construction industry is one of the challenges for more  

efficient application of prefabrication of buildings, therefore, the application of IoT 

technology to facilitate the integration of project planning, design, build, operation and 

maintenance of the smart building system for prefabricated buildings will contribute 

greatly to achieving breakthroughs in addressing the current bottleneck in information 

interaction in prefabricated buildings (Wang et al., 2020). 

Wang et al., (2020) explained the implementation of IoT-based Intelligent 

Construction System for Prefabricated Buildings (ICSPB-IoT) to achieve efficient 

management of engineering quality, safety, cost, and schedule depending on 

technologies like RFID, GPS, machine vison, and sensors to strengthens the 

coordination and communication between all stages of prefabricated buildings. 

The ICSPB-IoT, is a complex set of integrated systems and functions, to 

effectively improve coordination and control within construction processes. Besides 

ensuring that the information of the whole construction process is always in a shared 

environment and accessible for all stakeholders to optimize the process of prefabricated 

building. The implementation of ICSPB-IoT system can support the construction of 

prefabricated building in the entire life cycle from design, component production, 

transportation, lifting, product delivery and assembly.  

This system is giving the opportunity to “transform construction resource 

elements into intelligent construction objects (SCOs) that have the characteristics of 

awareness, communicativeness and autonomy” (Wang et al., 2020). 

2.1.6 Building Information Modeling (BIM) 

The construction industry has been doing the same for years. Concrete is poured 

and set, bricks are mounted on bricks, and heating and water systems are designed in 

corners and on multiple floors, same process were repeated and executed in isolation 



 

13 

without having a proper way of communication and sharing information between 

stakeholders, Internet of Things (IoT) and Building Information Modeling (BIM) have 

the potential to transform the current construction management behaviors and improve 

the experience for all the construction stakeholder (Dave et al., 2018).  

Building Information Modeling (BIM) is an innovative model has recently 

attained widespread attention in the Architectural, Engineering and Construction (AEC) 

industry, that incorporates interactive strategies, processes and technologies to produce 

approaches to building production and information management throughout their life 

cycle , depending on a digital representation of the project that integrate data from 

different sources to simulate the planning, design, construction and operation of a 

facility , giving the opportunity for project stakeholders to visualize what is to be built 

in simulated environment and to identify potential design, construction or operational 

problems. (Machado and Ruschel, 2018) ; (Azhar, Hein and Sketo, 2007), BIM-based 

technologies can be strongly beneficial for construction industry through platforms 

using IoT technology for collecting and analyzing data to manage and control people, 

material and equipment’s giving the opportunity to enhance construction site 

management (Tagliabue and Ciribini, 2018). 

With the rising popularity of the BIM platforms and increased demand to adopt 

BIM concepts as abasis for future construction some governments started to mandate 

BIM for example The UK government mandated BIM in April 2016 in every 

construction project which requires that all projects funded by central government be 

delivered with 'fully collaborative 3D BIM'. , so there is a chance to leverage this 

technology to build open platforms that synchronize with various data sources like 

wireless sensors and building automation systems to close the gap in integrating built 

environment data with IoT standards (Dave et al., 2018). 
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Various researchers have begun to explore the potential integration between 

BIM and IoT in construction environment, Research has been conducted demonstrating  

the usefulness  of IoT in breaking  down traditional  silos  in the built  environment  

throughout  the entire  life  cycle  from design  to construction  to delivery (Dave et al., 

2018), giving examples of the proposed integration to address some classes of 

problems: Occupational Health and Safety Management, Smart Objects Detection and 

Tracking, and Visualization,  Energy Efficiency Awareness, Instrumentation and 

Structural Health Monitoring, Intelligent Systems Planning, Indoor Environmental 

Quality, Interaction and Communication between stakeholders in the workplace 

(Machado and Ruschel, 2018). 

The built environment provides significant opportunities to benefit from BIM-

IoT technology, While the IoT deployment in the built environment is growing 

exponentially a gap in integrating these two technologies through open standards and 

systems might be there. Therefore, efforts to develop a platform that integrates the built 

environment data with IoT sensors has to be taken carefully (Dave et al., 2018). 

2.1.6.1 BIM and IoT based Smart Objects Detection and Tracking 

Pursuing the objective of accurately and efficiently monitor construction 

progress in real time to allow project managers to detect schedule delays early and make 

corrective decisions, the dependency on virtual models to simulate the physical 

representations on the construction site have proved increased benefits in construction 

progress monitoring (Akanmu, Anumba and Messner, 2012), Also, (Machado and 

Ruschel, 2018) reflected on the development of RFID BIM solution to track the position 

and state of objects at built environment and integrate the collected information into the 

digital model through Autodesk Navisworks application, to monitor production 

progress in real time and verify consistencies related to planning , to help  with logistics  
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control and supply chain management. 

2.1.6.2 BIM and IoT based Visual Energy Conservation System 

Recently, energy consumption of buildings and environmental pollution have 

become increasingly serious issues and concepts like green building and smart 

buildings has arisen to achieve more comfort and convenience of people in the building 

space (Wu and Liu, 2020). 

Wu and Liu, (2020) introduced an IoT-BIM based system focused on 

“persuasive energy conservation” through utilization of wireless sensing technology to 

collect physical data of a real-world environment, and with the parameterization and 

visualization functions of the proposed BIM multi-dimensional model data will be 

presented using graphs and tables in the user interface. Through utilization of this 

system, the gap between virtual models and real space could be reduced, so that system 

users and space managers had more reference paths and tools to improve the operational 

efficiency and objective comfort perception of the space, space users, and heating and 

cooling equipment giving the opportunity to achieve the purpose of energy saving.  

2.1.6.3 BIM and IoT based Facilities Management.  

Use of BIM, and IoT technologies allow developing new kinds of applications 

in many fields, including Facility Management (FM). 

(Chang, Dzeng and Wu, 2018) discussed a proposed platform to integrate data 

generated by data collection sensors into BIM model for visualization through usage of 

Dynamo (Plugin for Revit) and Arduino, and then using Python programming language 

to perform a Predicted Mean Vote analysis, the platform is transforming sensor data to 

context-based visualized data (comfort level in this case) and presenting the resulting 

color visualization via a BIM model. Such visualization allows a facility manager to 

see the distribution of values from the perspective of the desired context, and thus make 
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appropriate decisions about any required adjustments. 

(Nguyen, 2016) also discussed case study for integration of BIM and IoT 

sensors to improve the indoor climate of Tyréns headquarter building through real time 

data collection of temperature by sensors. 

2.1.7 Tracking trades by room 

Integration between Building Information Modeling (BIM) and Internet of 

Things (IoT) can help to provide a continuous progress monitoring function through 

tracking the location of trades assigned to interior finishing tasks, (Teizer et al., 2017) 

discussed a proposed approach focused on tracking and monitoring several trades in a 

construction project to avoid spatial overlap of the trades in built environment. Through 

assigning and coordinating the right workplace, the times to begin and finish the work, 

etc. for a different type of trades that are concurrently present inside a building project 

is critical to achieve a continuous production flow, the proposed approach is using nD-

BIM for planning the project topology to present the workplaces and locations in 

conjunction with other date related to resource-loaded processes like quantity, cost and 

required resources , then linking the geometric information to the construction schedule, 

enabling the authorized users to have all the combined data in one central repository, 

the proposed mechanism for this approach is happening through usage of Bluetooth 

Low Energy wireless sensors (BLE) beacons installed at the work places for example 

mounted inside the rooms at a wall, ceiling, or door frame and it is responsible for  

transmit their signals as soon as a worker enters the work station. And communicate 

the data in a real time connection to the IoT cloud-based platform for further data 

processing. Time recordings per second or higher become feasible. Knowing the 

presence of workers at a lower frequency might offer an opportunity to comply with 

potential privacy regulations that are present in many countries. The same technology 
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works for asset tracking, including tools and materials. In such a use case, smaller BLE 

beacons are installed or embedded inside the tools’ casing or material, respectively. 

Combining the traceability of the personnel’s location and timestamp enabled the 

IoT/BIM-platform to collect and visualize actual presence and duration of trades by 

workplace. 

To make this study more understandable, Table 1 summarizes all the IoT 

technologies and construction fields studied by the researchers in the above-reviewed 

literature. 

 

 

Table 1 :  Summary of IoT technologies 

Author Technology Application  

Kim et al. Wireless Sensor Network 

(WSN) Structural 

 

Occupational health and 

safety 

Xiaoli, Yunbo and Guoxin RFID, GPS Maintenance of 

Machinery and Equipment 

 

Mahmud, Assan, and 

Islam 

WAN, LAN Remote Operations 

Wang et al. RFID, GPS, Machine 

Vision 

 

Prefabricated Buildings 

Machado and Ruschel RFID, BIM Object Detection & 

Tracking 

 

Chang, Dzeng and Wu BIM, Python, Dynamo Facility Management 

Teizer et al. Bluetooth, BIM Trades Tracking 

 

 

B. What are the challenges facing any potential application of the Internet of 

Things in the construction industry? 

 The IoT, comes with its own challenges, including a lack of standards, the 

ability to scale globally, security concerns, and an immature ecosystem. For vendors, 
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there is no homogeneous IoT market—each industry and application are different. Also, 

there are discussions on IoT-related issues focusing on technical enablers and inhibitors 

of the next-generation IoT applications (Figure 1).  

 

 

Figure 1: Inhibitors and enablers of IoT 

 

2.2 Challenges 

2.2.1 Technological challenges  

Internet of Things technology (IoT) is considered somewhat new, so there are 

many efforts to put its definitions in addition to the well-known and distinctive nature 

of it by finding a means of communication between different devices through network 

connection This diversity and the lack of a specific definition of what may fall within 

the scope of Internet of things technology and what are not permitted to be clearly 

defined within their scope, it is extremely difficult, even complex, to set limits, in order 

to clearly define the technologies that fall within its scope. 

2.2.2 Scalability Challenge 
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There is no limit for the number of devices could be connected through IoT, 

“Even though full interoperability is not always feasible across products and 

services”(Tawalbeh et al., 2020) managing the relationship and interoperability 

between this number of connected devices is a challenge as the number of connected 

objects seen to be outnumbered the current Internet capacity and poorly planned IoT 

gadgets would possibly mean that there'll be a negative consequence for the networking 

resources that they connect to.  

Moreover, some several factors and concerns might have an impact on 

compromising the efforts to maintain interoperability within IoT environment like 

Cryptography.  

2.2.3 Energy Usage Challenge 

Energy has always been a significant factor in any initiative related to 

technological development. And major challenge due to the limited energy sources, the 

need to save and harvest energy will always be taken into consideration with any 

implementation for new technology like IoT. 

 2.2.4  Security Challenges  

Sensitive and aggregated data must be protected from security breaches and data 

leaks, encryption is crucial to confirm the integrity and reliability of data when it is 

processed, transmitted and stored(Ahmed, Alwan and Ali, 2018). 

IoT security system must ensure that all parts of the framework are secure, 

which can present a complex challenge for obtaining adequate security on devices with 

limited capabilities that must be addressed and resolved convincingly. Likewise, 

technological infrastructure that maintains respect for privacy must be developed and 

used as a basis for any future development of IoT environment (Villamil, Hernández 

and Tarazona, 2020). 
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The nature of the interconnection of the IoT devices means if a tool is poorly secured 

and connected it has the potential of touching the safety and the resilience of the whole 

network. Besides the potential of some devices to be ready to automatically bond with 

other devices, it means the users and the developers of IoT all have an obligation of 

guaranteeing that they are not exposing the opposite users. 

Typically, IoT deployment consists of a group of similar or nearly identical devices 

with similar characteristics. This similarity amplifies the size of any vulnerability that 

could significantly affect many of them (Tawalbeh et al., 2020). 

2.2.5 Privacy Challenges: 

The perspective of the quality of the IoT depends on however it will respect the 

privacy choices of people. issues concerning the privacy and the potential harms that 

come back together with IoT may be important in holding back the total adoption of 

IoT. it is essential to grasp that the rights of privacy and user privacy respect are basic 

in making certain users’ confidence and sureness within the net of Things, the 

connected device, and connected services offered. tons of labor are being undertaken 

to confirm that IoT is redefining the privacy problems such things because the increase 

of surveillance and tracking. the explanation for the privacy issues is attributable to the 

ubiquitous intelligence integrated artifacts wherever the sampling method and the data 

distribution within the IoT is also done nearly in any place. the ever-present property 

via the web access is additionally a necessary issue that helps in understanding this 

downside because of unless there is a novel mechanism place in place, then it will be 

by all odds more leisurely to access the private information from any corner of the 

world (Tawalbeh et al., 2020). 

2.2.6 Ethical Challenges 

Queries regarding issues that individuals could have regarding living in a future 
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connected environment raised in polling regarding IoT, especially after founding that 

Some companies collect information about their employees and it was sold to third 

parties which raises not only privacy issues, but also ethical issues arising from 

corporate responsibility (Woodhead, Stephenson and Morrey, 2018). 

C. What are the factors  influencing the adoption of IoT in the construction 

industry? 

 Identifying the factors influencing the adoption of IoT technology requires an 

understanding of the theoretical models contributing to the adoption process. To 

achieve the objective of this research, a literature review has been conducted, looking 

for the best model to justify technology acceptance and defining factors that impact the 

adoption of IoT. 

2.3 Technology Adoption Theories 

 The acceptance and adoption of new technologies by users is affected by 

numerous factors. These factors can be described, for example, by Davis' "Technology 

Acceptance Model" (TAM), as shown in Figure 1. According to the TAM, the 

technological acceptance models are built on the assumption that user intention is 

influenced by two major factors: perceived usefulness and perceived ease of use to 

determine their willingness to use the technology, The TAM theory derives from the 

influence of user beliefs on attitudes, the influence of intent, and the influence of 

behavior on technology adoption (Davis, 1989).  

According to (Chen et al., 2020) TAM model depends on the five main variables which 

are described below: 

1- Perceived usefulness: This relates to how strongly users believe that the use of 

specific information technology is considered as being a way of improving their 

own performance and productivity. 
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2- Perceived ease of use: This refers to the extent to which the technology is 

perceived as easy to use. Where users will be more likely to adopt a positive 

attitude toward. 

3- Use attitude. The perceived usefulness and ease of use of a technology have an 

impact on the attitude of users. 

4- Willingness of use: Information systems are used when users are willing to 

engage with them, which is determined by both the individual's attitude toward 

technology and the perceived usefulness of that technology. 

5- External variables: external variables such as the environment in which the user 

is located, the characteristics of the system, convenience and the personal 

characteristics of the user also have a high impact on how useful and easy the 

system is perceived by the user. 

 

 

Figure 2 : Technology Acceptance Model, TAM 

 

There are a variety of different theories about how people are going to react to new 

technology in various areas.  

 

Ajzen and Fishbein (1975) developed a theory of reasoned action in social 

psychology. According to the theory, individuals' actions and behaviors can be 

explained and predicted. A fundamental hypothesis of the theory is that individuals are 
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rational. An individual, to determine whether to perform a certain behavior, is likely to 

consider the meaning of the behavior itself and its result before choosing whether to 

perform it or not.  

 

 

 

 

 

 

In order to make the theory of reasoned action perform better. Ajzen (1991) 

developed the theory of planned behavior in response to the difficulty of utilizing the 

theory of reasoned action to predict and explain behavior where individuals are affected 

by factors such as coordination problems or self-ability problems. As opposed to 

rational action theory, this theory holds that individual behavioral decisions aren't 

entirely controlled by the will, but also by resources and opportunities. 

 

Figure 3 :Theory of Reasoned Action Model, TRA 
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2.4 Research Model and Hypotheses Development 

The main objective of this research is to evaluate the readiness of construction 

industry stakeholder to introduce and use IoT applications. Based on the outcome of 

two questionnaires targeting construction workers and decision makers (Staff) in 

construction industry.  First, we use the technology acceptance model (TAM), as the 

basis for examining user readiness to adopt new information systems, then integrates 

the theory of reasoned action (TRA) and the theory of planned behavior (TPB). to 

explore the key factors influencing the willingness of construction industry 

stakeholders to introduce and use IoT applications into their work. 

Based on the above, in this paper we developed a set of assumptions that would 

affect the extent to which the concerned parties accept the use of IoT, and they have 

been divided into two groups as follows  

 

2.4.1 Workers 

Figure 4 :Theory of Planned Behavior Model, TPB+ 
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The hypotheses developed to assess the readiness of construction workers to 

adopt IoT and the relation between their overall satisfaction and the developed 

hypotheses explained Figure 4: 

H1: Privacy is positively related to the intention to adopt IoT. 

H2: The Ease of use is positively related to the intention to adopt IoT. 

H3: Accessibility level is positively related to the intention to adopt IoT. 

H4: Health & Safety is positively related to the intention to adopt IoT. 

H5: Security is positively related to the intention to adopt IoT. 

 

Figure 5 :Conceptual model for workers 

 

2.4.2 Managers 

The hypotheses developed to assess the readiness of decision makers (Staff) in 

construction to adopt IoT and the relation between their overall satisfaction and the 

developed hypotheses explained Figure 5: 

 

H1: The productivity is positively related to the intention to adopt IoT. 

H2: Implementation Cost is positively related to the intention to adopt IoT. 
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H3: The Ease of use is positively related to the intention to adopt IoT. 

H4: Safety is positively related to the intention to adopt IoT. 

H5: Technology is positively related to the intention to adopt IoT. 

 

 

 

Figure 6 : Conceptual model for managers 
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CHAPTER  3: RESEARCH METHOD 

The aim of the study is to explore the usage of Internet of Things (IoT) to 

support operations in construction sector and to measure up to what extent the 

construction stakeholders are willing to use IoT, also assessing   the challenges that may 

face any potential application of IoT technology in the construction sector and the 

factors that help the success of the application and provide the necessary support and 

adoption from all concerned parties. 

Based on the review of the literature about the factors influence the adoption of IoT, 

questionnaire and research hypotheses developed, the study uses a 5-point Likert type 

scale questionnaire forms as an instrument for obtaining quantitative data. 

3.1 Research Instrument 

 Since it is difficult for worker to use online based questionnaire, a simple on 

paper questionnaire was used in a survey to determines the factors that explore the 

usage of IoT to support operations in the construction sector. 

 The questions contain two sections with the first (staff) has general information 

about age, years of experience. knowledge and previous interaction with IoT whereas 

the second sections determine the level of agreement/disagreement of satisfaction with 

regards to productivity, cost, recognition, safety and technology. 

 Also, we made a questionnaire which contains two sections for Workers has 

general information about age, years of experience in construction, education level 

knowledge and previous interaction with IoT whereas the section determines the level 

of agreement/disagreement with privacy, ease of use, healthy usage, security and 

dependability of IoT technology. 

 We have selected 5 different answers rating from 1 – 5, and the score provided 

by participants based on the importance of each factor. The questionnaire used to carry 
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out the survey provided the participants with the opportunity to give their ratings with 

no interference. Questions has been asked by workers to make sure they understand the 

questionnaire due to the language problem despite the fact that we have translated all 

their questions in their language (Hindi). 

 Also, we have circulated the questionnaire to 475 (staff) and only 142 has 

replied voluntarily and circulated 700 questionnaires to workers and only 375 has 

provided answers. These participants were not required to provide their names or ID 

details. Also, before starting filling the forms, we gave time about 15 minutes. Please 

see the questionnaire used in the study in the appendix section. 

3.2 Sample and Data Collection Procedure 

 The main target population of the research is divided into two groups. The first 

group is the category of workers in the construction industry who will use IoT devices 

in the building environment, to measure their ability to participate and work on the 

Internet of Things environment. The second category is a group of participants in the 

decision-making to clarify the extent of their ability to invest in the work environment 

of the Internet of things and the extent of their confidence in that technology, in addition 

to knowing the extent of their expectations for the desired results from using the IoT. 

The recruitment of potential participants from Urbacon Trading & Contracting 

which is classified as the largest construction company in Qatar followed the below 

steps. 

-  Forwarding IRB-approved recruitment materials to Urbacon Trading & 

Contracting company to nominate potential participants for workers & 

managers surveys. 

-  Distributing or displaying flyers, presenting potential participants with 

information about the study, prior to their enrollment, to help establish interest 
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and willingness to serve as research subjects. 

Questionnaire data has been collected through hard copies distributed at main camp for 

workers and head / site office for managers.  

A total of 700 responses were obtained from workers out of which 375 

responses were usable, representing a response rate of 100% and forming the sample of 

workers data analysis. For managers, A total of 475 responses were obtained, out of 

which 142 responses were usable, representing a response rate of 100% and forming 

the sample of managers data analysis. The data were collected from 17th April to 24th 

April,2022,a as a hard copy, then we have summarized it into two separate spread sheet, 

one for worker and one for staff and transferred the data in to SPSS for data analysis. 

Then the data were analyzed using Perform Regression analysis on the collected 

data to measure the effect of the identified variables on the overall readiness and 

satisfaction of construction stakeholders to use IoT. The analysis is then presented in 

the form of graphs and tables. 
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CHAPTER 4: DATA ANALYSIS 

In order to test the hypotheses formulated and to further analyze the data 

collected, many statistical methods such as frequencies, means, reliability, descriptive 

analysis, correlations and regressions were used. The collected responses were analyzed 

using the IBM SPSS statistics software, which provided additional statistical analysis 

of the data. SPSS developed descriptive tables to display the frequencies of each 

variable that further helped to describe and compare variables numerically. The used 

statistical analysis investigated the level of perceptions of respondents and tested the 

research model. 

4.1 Data Demographics 

The sample   represented   142 staff and 375 workers and included 517 responses 

from Managers, Project Directors, Executive Directors and Workers .  The scale used 

is divided into two parts, Section – 1 General Information ( i.e Age, Experience, IoT 

Knowledge and previous interaction with IoT for Managers/ Staff and for workers Age, 

experience, education, IoT knowledge and previous interaction with IoT and Section 2, 

determine your level of agreement/disagreement with the following items by choosing 

one of the answers ( 1=Strongly Disagree 2= Disagree 3= Neutral 4= Agree 5= Strongly 

Agree . The demographics of data are shown in Table 2 & 3. The respondents were 

asked about their age and experience. Most of the respondents, 16 % were ages 

between 18-25, 70.9% between 26-40, 12.3% 41-55 and 0.8% between >55 for workers 

and Managers ages between  44.4%  ages between 26-40, 43% between 41-55 and 

12.7%  were >55. 65.10 % workers are having IoT Knowledge and 34.90% do not have 

IoT knowledge and 47.50% workers are having previous interaction with IoT and 

52.50% do not have it. Whereas   61.30% of staff has IoT knowledge and 38.70% do 

not have it and 22.50% of staff has previous interaction with IoT and 77.50% do not 
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have previous interaction with IoT.  Finally, the sample of firms were 100% contracting 

firms. 

 

 

Table 2 : Demographics details of the respondents – Managers / Staff 

Age Frequency Percentage 

18- 25 Years 0 0.00% 

26-40 years 63 44.40% 

41-55 years 61 43.00% 

 >55 years 18 12.70% 

Experience Frequency Percentage 

 0-5 years 2 1.40% 

6-10 years 12 8.50% 

11-20 years 71 50.00% 

 >20 years 57 40.10% 

IoT Knowledge Frequency Percentage 

 Yes 87 61.30% 

No 55 38.70% 

 Previous interaction 

with IoT 
Frequency Percentage 

Yes 32 22.50% 

No 110 77.50% 

 

 

 

Table 3 : Demographics details of the respondents – Workers 

Age Frequency Percentage 

18 - 25 Years 60 16.00% 

26 - 40 Years 266 70.90% 

41 - 55 Years 46 12.30% 

>55 Years 3 0.80% 
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Experience Frequency Percentage 

0 - 5 Years 112 29.90% 

6 - 10 Years 240 64.00% 

11 - 15 Years 21 5.60% 

16 - 20 Years 1 0.30% 

>21 Years 1 0.30% 

Education Frequency Percentage 

5th Grade Completed 103 27.50% 

No Schooling 139 37.10% 

Reading / Writing 133 35.50% 

IoT Knowledge Frequency Percentage 

Yes 244 65.10% 

No 131 34.90% 

 Previous interaction 

with IoT 
Frequency Percentage 

Yes 178 47.50% 

No 197 52.50% 

 

 

4.2 Item Descriptive Analysis  

 The first step involved a descriptive test of items levels, including the 

evaluation of all items means and standards deviations. Table 4 depicts the results. 

 

 

Table 4 : Item Descriptive Analysis – Managers / Staff 

Survey Questions N Mean Std. Deviation 

Satisfaction with IoT in construction       

Q1 SC1 I’m satisfied with using IoT devices in 

my company 

 

142 4 0.923 

Q2 SC2 I recommend that all construction 

companies should use IoT 

 

142 3.99 0.949 
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Survey Questions N Mean Std. Deviation 

Q3 SC3 I believe it is feasible to use IoT in 

construction 

142 4.04 0.846 

Productivity-related concern       

Q4 PRC1 I think IoT will improve workers 

utilization 

 

142 4.06 0.827 

Q5 PRC2 I think IoT could help to eliminate 

poor workmanship 

 

142 3.7 0.907 

Q6 PRC3 I think IoT increase the ability of 

tracking workers condition 

142 4.15 0.762 

Q7 PRC4 I think IoT could establish effective 

communication in construction field 

142 4.05 0.775 

Q8 PRC5 I think IoT could help in eliminating 

obsolete equipment 

 

142 4.1 0.784 

Q9 PRC6 I think IoT could help reduce the rate 

of reworks 

 

142 3.55 0.896 

Cost-related concern       

Q10 CRC1 I recommend IoT as a strategic 

investment 

 

142 3.84 0.839 

Q11 CRC2 I recommend allocating budget for 

IoT implementation 

 

142 3.86 0.804 

Q12 CRC3 I think IoT implementation will not 

increase the overall project budget 

significantly 

 

142 3.46 0.881 

Q13 CRC4 I think IoT could Reduce operational 

costs 

 

142 3.79 0.849 

Q14 CRC5 I think IoT could help in resources’ 

cost monitoring 

 

 

142 4.06 0.801 

Resistance       

Q15 RES1 I think my company employees are 

ready to use IoT technology 

 

142 3.39 0.906 

Q16 RES2 I think my company employees 

require minimal training to deal with IoT 

devices 

 

142 3.87 0.89 

Q17 RES3 I think IoT is creating new opportunity 

instead of replacing current function 

142 3.66 0.841 
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Survey Questions N Mean Std. Deviation 

Q18 RES4 I think implementing IoT will be 

smooth and easy 

 

142 3.31 0.916 

Safety       

Q19 SF1 I think IoT implementation will increase 

safety in construction. 

 

 

142 3.78 0.976 

Q20 SF2 I think IoT could help in Identification 

of personal health risks and wellbeing at 

work 

 

142 3.85 0.902 

Q21 SF3 I think IoT devices could help in 

preventing fire accidents in construction 

field 

 

142 3.51 1.009 

Technology        

Q22 TG1 I recommend total reliance on IoT to 

evaluate the work 

142 3.35 0.892 

Q23 TG2 I am confident that the IoT technology 

can be applied in the construction. 

142 3.85 0.833 

Q24 TG3 I trust the quality of devices and 

materials available in supporting IoT 

functionalities. 

 

142 3.54 0.796 

Q25 TG4 I trust my company have the ability to 

manage the device updates and compatibility 

issues. 

 

142 4.24 0.798 

 

 

The majority of means for staff are considered high (means  between 3.31 – 4.24). 

The results shown in above table  indicate that  IoT is safe to be used and will reduce 

the cost and it is a good technology for better productivity and can rely on it. 

Consistency were shown by most of the value for standard deviation which indicates 

that data is around the mean. 

 



 

35 

Table 5 : Item Descriptive Analysis – Workers 

Survey Questions N Mean 
Std. 

Deviation 

Satisfaction with IoT devices       

Q1 I’m satisfied with using IoT devices 

in my company 

 

375 3.98 0.827 

Q2 I recommend that all construction 

companies should use IoT 

 

375 4.03 0.819 

Q3 I’m satisfied with the amount of 

information collected about me 

 

375 3.98 0.816 

Q4 I’m satisfied with wearing apparel 

(wearables) with an embedded IoT 

device during work 

 

375 4.07 0.87 

Privacy-related concern       

Q5 I agree to collect data about my 

health 

 

375 4 0.929 

Q6 I agree to collect data about my work 

activities 

 

375 3.98 0.926 

Q7 I agree to share my data with my 

work colleagues 

 

375 3.99 0.845 

Q8 I agree to share my data with third 

parties 

 

 

375 4.06 0.86 

Health-related concern       

Q9 I don’t think IoT technology has 

influence on my health during work 

 

375 4.02 0.807 

Q10 I don’t think IoT technology has 

influence on my health on the long 

term 

 

375 4.01 0.751 

Q11 I don’t think that IoT technology 

could cause death 

 

375 4 0.779 

Q12 I think IoT devices could help me 

monitor my health during work 

 

375 4.05 0.774 

Q13 I recommend using IoT devices to 

evaluate my health condition 

 

375 4.03 0.796 

Ease of Use       
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Survey Questions N Mean 
Std. 

Deviation 

Q14 I think IoT will not prevent me from 

doing normal work activities 

 

375 4.08 0.823 

Q15 I think I’m not required to do extra 

work to handle IoT device 

 

375 4.03 0.851 

Q16 I think I need minimal training to be 

able to use IoT technology 

 

375 4.06 0.889 

Q17 Using IoT technology is not complex 

 

375 4.08 0.943 

Security & Accessibility        

Q18 I trust my employer’s ability to 

protect my data 

 

375 3.99 0.864 

Q19 My company have the latest security 

technology 

 

375 4.07 0.908 

Q20 I think my Employer will not use the 

collected data against my interest 

 

375 4.06 0.899 

Q21 I think I will be allowed to review 

the data collected about me 

 

375 4.05 0.821 

Q22 I think my data will not be shared 

with third parties 

 

375 4.06 0.822 

Q23 I Can select/define what information 

to be collected during my work 

 

375 4.06 0.86 

Q24 All my data will be destroyed after I 

leave the company 

 

375 4.1 0.825 

Dependability of IoT technology       

Q25 IoT technology is dependable 375 4.07 0.781 

Q26 I highly trust IoT technology 

 

375 4.11 0.747 

Q27 IoT will yield accurate data 

 

375 4.11 0.749 

Q28 IoT technology would always be 

available (even at risky situations). 

 

375 4.13 0.769 

 

 

The majority of means for workers are considered high  (means  between 3.98– 
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4.13). The results shown in above table  indicate that  IoT is safe to be used and will 

reduce the cost and it is a good technology for better productivity and can relay on 

it. Consistency were shown by most of the value for standard deviation which 

indicates that data is around the mean. 

4.3 Reliability and Cronbach’s alpha   

 Reliability is conducted to determine internal consistency which is measured by 

Cronbach’s alpha that represents a measure of the correlations between items within 

the same construct. The value recommended for staff and worker is higher than 0.8 

(values above 0.90 are considered excellent) ) (F.Hair, Black, Babin & Anderson,2010). 

These results confirm the validity of the used instrument and its consistency if used in 

further research. 

 

 

Table 6 : Cronbach’s alpha value of major constructs – Managers / Staff 

Staff - Overall 

Cronbach's Alpha N of Items 

0.865 5 

 

  N Number of Items 
Cronbach's Alpha 

if Item Deleted 

Productivity 142 6 0.835 

Cost-related concern 142 5 0.821 

Resistance 142 4 0.843 

Safety 142 3 0.859 

Technology 142 4 0.824 
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Table 7 : Cronbach’s alpha value of major constructs – Workers 

Worker - Overall 

Cronbach's Alpha N of Items 

0.906 5 

 

  N Number of Items 
Cronbach's Alpha 

if Item Deleted 

Privacy-related concern 375 4 0.886 

Health-related concern 375 5 0.882 

Ease of Use 375 4 0.873 

Security & 

Accessibility 
375 7 0.884 

Dependability of IoT 

technology 
375 4 0.899 

 

 

4.4 Correlation 

It is important to evaluate the correlations between the variables to find out 

if there is a possibility of multicollinearity. The correlations shown in table 5 

indicate significant bivariate correlations between the dependent variable and the 

independent variables, this means that the variables are selected accurately and 

based on a solid conceptual basis. Moreover, the correlations presented in table 8 are 

within the accepted range  < 0.85 (Jason Fernando, Margarte James & Vikki 

Velasquez). If the correlations are over 0.85 a question of multicollinearity could be 

considered. In addition, regression analysis enables us to test for multicollinearity. 

 

 

Table 8 : Pearson’s Correlation Matrix – Managers / Staff 

  Productivity 
 Cost-related 

concern 
Resistance Safety Technology 

Productivity 1          
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  Productivity 
 Cost-related 

concern 
Resistance Safety Technology 

Cost-related 

concern 
.656** 

 
1       

Resistance .492**  .590** 1     

Safety .563**  .563** .481** 1   

Technology .601**  .638** .646** .554** 1 

 

 

Table 9 : Pearson’s Correlation Matrix – Workers 

  Productivity 
Cost-related 

concern 
Resistance Safety Technology 

Privacy-related 

concern 
1         

Health-related 

concern 
.706** 1       

Ease of Use .711** .747** 1     

Security & 

Accessibility 
.649** .639** .708** 1   

Dependability of 

IoT technology 
.569** .585** .628** .659** 1 

 

 

4.5 Regression Analysis 

The last step is to test the assumed hypotheses therefore multiple regression 

techniques were used for testing the research model. A Beta value inspection of 

each predictor is used to test its hypotheses. The regression test estimates all 

predictors for the dependent variable together. However, the test has been 

conducted twice using an enter method based upon the assumed model and I 

removed the unsignificant variables. 

Table 10 indicates that the prediction of satisfaction for staff is significant 

and resulted in an R1 = 0.771 (Adjusted R2 = 0.585) with an F (67.299) .The 

regression test has run twice to get a result to support the hypothesis with a significance 
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more or less than 0.0 or <0.001. Accordingly, the overall multiple regression equation 

can be written as follows: - 

                   S =   + 0.333 p + 0.276 CRC + 0.495 TG 

We can see that when we removed two variables (resistance and safety), we 

found the R has increased from 0.597 to 0.771. 

The same exercise has been done for worker also. The regression test estimates 

all predictors for the dependent variables together. However, the test has been done 

twice after we removed the insignificant variables. Table 11 indicate that the prediction 

of satisfaction for labors are significant and resulted in an R =0.809 and R2 = 0.653 for 

health-related concern and privacy related concern and found all variables are 

significant. Accordingly, the multiple regression equation can be written as follows: - 

    S = + 0.533 + 0.568 PRC + 0.3 HRC 

We can see that we have removed three variables to make the model more significant 

which are  ( ease of use, security and dependability) in order to make it more significant, 

despite the fact that both models has the same R & R2. 

  S = + 0.333 PRC + 0.276 CRC + 0.495 TG 

 

 

Table 10 : Multiple regression coefficient – Manager / Staff 

Model 

Unstandardized 

Coefficients 

Standardized 

Coefficients 
t Sig. 

B 
Std. 

Error 
Beta 

(Constant) -0.22 0.313   -0.702 0.484 

Productivity  0.356 0.103 0.27 3.454 <.001 

Cost Cost-related 

concern 
0.293 0.095 0.254 3.068 0.003 
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Model 

Unstandardized 

Coefficients 

Standardized 

Coefficients 
t Sig. 

B 
Std. 

Error 
Beta 

Resistance  0.007 0.091 0.005 0.073 0.942 

Safety  -0.063 0.065 -0.069 -0.958 0.34 

Technology  0.513 0.104 0.407 4.916 <.001 

a. Dependent variable :  Satisfaction  

 

 

Table 11 : Multiple regression coefficient – Workers 

Model 

Unstandardized 

Coefficients 

Standardized 

Coefficients t Sig. 

B Std. Error Beta 

(Constant) 0.446 0.16   2.796 0.005 

Privacy-related concern 0.553 0.046 0.576 11.907 <.001 

Health-related concern 0.289 0.055 0.263 5.217 <.001 

Ease of Use -0.033 0.051 -0.035 -0.638 0.524 

Security & Accessibility 0.063 0.051 0.06 1.23 0.22 

Dependability of IoT 

technology 
0.017 0.049 0.015 0.35 0.727 
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CHAPTER  5: RESULTS 

5.1 Summary of Findings 

The main purpose of the study is to answer the research questions which were 

the factors that are influencing the adoption of IoT in the construction industry. The 

statistical data analysis and results obtained from Chapter-4. 375 workers and 142 staff 

has replied to a questionnaire in the attached appendix -10 & 11 from my company 

which were surveyed for the study. 

 Frequencies, means, descriptive analysis, reliability analysis (Cronbach’s 

alpha), correlations & multiple regression techniques were executed in SPSS. In the 

staff survey most of the respondents have an aged between 26-40 (mode) 44.40 % with 

experience 11-20 years (50%), and knowledge of IoT with 61.3%.  We have requested 

to determine the satisfaction of use devices to use it in IoT in construction and we found 

the 75.56% of the staff agreed and strongly agreed to use it. Staff has considered the 

75.48 and a mean have agreed and strongly agreed that productivity will improve 

tremendously if we use IoT.  Also, a mean at 68.2% has agreed and strongly agreed that 

it is cost effective to use. A mean of 55.275% has responded agreed and strongly agreed 

they will have resistance to use IoT. Almost 65% has responded to agreed and strongly 

agreed that using IoT is safe. 

 Accordingly, we could conclude from the descriptive analysis (Appendix – 3) 

that most of the answers are between (3.5 – 4.17) agreed and strongly agreed (see 

Appendix -2) which shown the mode of 4.0 (agreed). Adopting IoT in construction, 

multi regression done twice to get a better model with significant = about < 0.01, we 

removed two variables (resistant and safety) and we found that R has increased from 

0.597 to 0.771. Accordingly, the multi regression equation has been derived for 

statistics as follows :- 
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S = - 0.204 + 0.333 P + 0.276 CRC + 0.495 TG 

With a P < 0.001 

 

 In the worker survey, we found that 70.90% of the survey of 375 participated 

are aged between 26 – 40 years and 64% of them are between 6-10 years of experience 

and only 27.5% has completed 5th grade education. Also, we found that 57.5% has no 

previous knowledge about IoT. Before we introduced what is IoT in a presentation to 

them in their language, the survey is done in their language as attached in Appendix – 

12.   

 The average / mean satisfaction with IoT devices was about 4.0 (agreed) which 

is a good result. An average of 80 – 85% of worker agreed that to have privacy on their 

data, 83 – 85% agreed that the IoT devices will not have an effect in their health & 882 

– 85% agreed that it is very easy to use. 86% agreed that personal data will not be use. 

 Accordingly, we could conclude from the descriptive analysis (Appendix - 4) 

that most of the workers answered agree with using the IoT in construction. Multi 

regression has been done tice to eliminate the non-significant variables and to get a 

better model with P < o.001. We have removed the variable (ease to use, security & 

dependability) and we got the following best regression model for prediction. 

S = + 0.533 + 0.568 PRC + 0.3 HRC 

With a R2 = 0.808 & adjusted R2 = 0.651. The reliability status shows a value of 0.968 

for all the 28 items. 
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5.2 Discussion of Findings 

One explanation for the insignificance of resistance and safety in the staff model 

is the high level of competition within the job market in Qatar that is creating an 

organizational culture focused on productivity and profitability. Managers also in Qatar 

tend to adopt a techno-centric attitude towards technology focusing only on the benefits 

the technology can bring to the workplace. Future research should measure these 

possible explanations plus support for the sustainability goals. As for the laborers, again 

they are facing high competition and are focused on the financial gains they receive 

from working in Qatar given also the conditions in their home countries. 
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CHAPTER 6: CONCLUSION 

IoT is a rapidly emerging technology. The main purpose of this study is to 

explore the factors that influence users' readiness to use IoT applications. It 

analyses how external factors and variables can affect the adoption of stakeholders 

towards any potential IoT implementation in the construction sector. With the 

analysis of data collected from two different categories of stakeholders in 

construction, The results show that there are some factors that affect construction 

worker's willingness to use IoT, in particular, privacy, the ease of use, and safety, 

which are indicative of the users' feelings toward IoT applications and whether 

those applications can contribute to improving their work performance, whether 

they find them easy to use, whether their private data will be protected and will not 

be used against them and the degree to which influential people around them 

support their use of the system are the most important factors affecting workers 

acceptance to use IoT.  

Also, The results show that there are some factors that affect construction 

decision-makers willingness to use IoT, in particular, productivity, the ease of use, 

cost, and safety, indicating their feelings toward IoT applications and whether those 

applications can contribute to improving productivity, whether they find them easy 

to use and are easy to learn by their subordinates , whether the cost of 

implementation will negatively affect the project budget and the degree to which 

other stakeholders around them support the use of the system are the most important 

factors affecting decision-makers acceptance to use & invest in IoT, As a result, it 

is recommended that when IoT applications are introduced by an organization, the 

organization should not only consider whether the system can improve work 

productivity, but also ensure that the application is easy to use.  
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However, the scale of IoT applications is still small. Therefore, there remain 

a lot of opportunities for the development of facilities related to IoT. The 

construction industry can achieve positive results from IoT application if the 

selectivity and variety of future applications increases, and the relevant conditions 

of use are met, and if future applications are diverse and meet the rights 

requirements. 

6.1 Implications and Recommendations  

As reviewed in the literature, a considerable number of studies propose a 

theoretical framework that can be used for evaluating the feasibility of different 

projects. Construction is one of the largest industries, but when it comes to 

adopting new technologies, it is very conservative.  

This study has significant consequences for real-world companies. It gives 

information for management to properly coordinate the adoption of an IoT system 

throughout the organization. When deploying a complex system such as IoT, 

organizations must understand and acknowledge organizational, individual, and 

technological issues. It is critical to improve end users' perceived usefulness and 

perceived ease of use in order to encourage IoT acceptance. 

A wide range of industries in construction sector can benefit from the 

Internet of Things (IoT). Site facilities and materials management is one example. 

To track and locate items and machinery, it is possible to use RFID tags in 

conjunction with Building Information Modeling (BIM) to collect structural 

geometry information, which makes it possible for managers to create deployment 

plans that save time and effort by locating materials and other facilities. The 

prefabrication business is another area where RFID sensors may be quite useful. 

The integration of BIM and IoT technologies allows for the direct visualization in 
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the BIM model of the real-time visibility and traceability of various prefabricated 

building components. In order to monitor the progress of the project without 

relying on phone conversations and e-mails. 

Also, IoT can prevent accidents on construction sites, which are the 

leading cause of fatalities. Worker safety can be enhanced by alerting them if 

heavy machinery or vehicles are nearby. Accidents can be prevented and a safe 

working environment developed. As well as monitoring the workers' activity at 

sites, IoT can alert them if the working environment deteriorates and poses a 

health risk. 

Taking advantage of IoT technology creates an opportunity for the 

construction organizations to enhance the quality of their work by implementing 

the technology in smart objects and smart homes. With the arrival of 5G 

technology , there will be vast opportunities for the construction organizations to 

enhance their performance with this technology, which in turn will build a better 

future.   

6.2 Limitations and Future Directions  

According to data analysis results, usage behavior is positively connected 

with different factors influencing the stakeholder’s decisions. in terms of practical 

applications, the IoT is still in the development stage. Given that technical 

improvements are immature and unstable, considering the nature of the 

construction industry as a high-risk, low-profit sector, implementing new 

information technology systems will almost certainly raise operational costs. 

Given that the public sector is frequently interested in saving costs by adopting 

the lowest attainable standards, the added cost of implementing IoT applications 

competes with manufacturers' goals. Furthermore, the advantages of IoT 
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applications in the construction industry requires more study. While the Internet 

of Things has proven beneficial in other businesses, the construction industry may 

be different from others that produce significant money through IoT applications. 

This study was designed for construction workers and decision makers. However, 

the industries represented in the construction sector are quite diverse, and the 

respondents' decision-making powers differed. There is still a lack of in-depth 

discussion concerning behavioral intention and actual behavior now. Follow-up 

researchers might compare and discuss other important areas or conduct surveys 

for workers in a specific job area to give a reference for real-world application. 

There are several definitions and ways for measuring behavioral intention. Also, 

Different research approaches and a larger sample size might be utilized to go 

deeper into the issue and build more appropriate theoretical models, which will 

enable a better opportunity in predicting user intention and behavior in the use of 

technology and better understanding the relationships between them.  

Also, future research should measure the insignificant sector that we found 

in both models, plus the support for the sustainability goals. 

  



 

49 

REFERENCES  

Ajzen, I., & Fishbein, M. (1975). Attitude-behavior relations: A theoretical analysis and 

review of empirical research. Psychological Bulletin, 84(5), 888–918. 

https://doi.org/10.1037/0033-2909.84.5.888 

Ahmed, S. A., Alwan, N. F. and Ali, A. M. (2018) ‘Overview for Internet of Things: 

Basics, Components and Applications’, Journal of university of Anbar for Pure 

science, 12(3), pp. 47–58. Available at: 

http://www.iasj.net?func=article&aId=159525. 

Ajzen, I. (1991). The theory of planned behavior. Organizational Behavior and Human 

Decision Processes, 50(2), 179–211. https://doi.org/10.1016/0749-5978 

(91)90020-T 

Ali, Z. et al. (2018) ‘Internet of Health Things: A Theoretical Review’, Journal of King 

Saud University - Computer and Information Sciences, 44(3), pp. 24–38. 

Antwi-afari, M. F. et al. (2019) ‘Sensing and Warning Based Technology Applications 

to Improve Occupational Health and Safety in the Construction Industry: A 

Literature Review’, 26(8), pp. 1534–1552. 

Chen, J. H. et al. (2020) ‘The willingness to adopt the internet of things (IoT) 

conception in Taiwan’s construction industry’, Journal of Civil Engineering and 

Management, 26(6), pp. 534–550. doi: 10.3846/jcem.2020.12639. 

Choe, E. K. et al. (2014) ‘Understanding Quantified-Selfers ’ Practices in Collecting 

and Exploring Personal Data’. 

Coetzee, L. and Eksteen, J. (2011) ‘The internet of things - Promise for the future? An 

introduction’, 2011 IST-Africa Conference Proceedings, IST 2011, (May 

2011).. 

F.Hair, J.Black,W.,Babin, B, & Anderson, R. (2010), Multivariate Data Analysis; A 



 

50 

Global Perspectives. 

Häikiö, J. et al. (2020) ‘IoT-based safety monitoring from the perspective of 

construction site workers’, International Journal of Occupational and 

Environmental Safety, 4(1), pp. 1–14. doi: 10.24840/2184-

0954_004.001_0001. 

Jackson, N. D. (2021) ‘How New, Innovative Technology Can Be Implemented to 

Combat the Construction Industry Labor Shortage Noah David Jackson, Purdue 

University’, 46(01), pp. 69–76. 

Jason Fernando, Margarte James & Vikki Velasquez , Investopedia, Corporate Finance 

& Accounting, Financial Analysis. 

Kim, J. H. et al. (2020) ‘Development of an IoT‐based construction worker 

physiological data monitoring platform at high temperatures’, Sensors 

(Switzerland), 20(19), pp. 1–17. doi: 10.3390/s20195682. 

Machado, F. A. and Ruschel, R. C. (2018) ‘Solutions Integrating Bim and Internet of 

Things in Building Life Cycle : a Critical Review’, PARC Research in 

Architecture and Building Construction, 9, pp. 204–222. 

Mahmud, S. H., Assan, L. and Islam, R. (2018) ‘Potentials of Internet of Things ( IoT 

) in Malaysian Construction Industry’, 2(4), pp. 44–52. 

Mehmood, A. et al. (2018) ‘Work related injuries in Qatar : a framework for prevention 

and control’, pp. 1–10. 

Tawalbeh, L. et al. (2020) ‘applied sciences IoT Privacy and Security : Challenges and 

Solutions’, pp. 1–17. 

Teizer, J. et al. (2017) ‘Internet of Things (IoT) for integrating environmental and 

localization data in Building Information Modeling (BIM)’, ISARC 2017 - 

Proceedings of the 34th International Symposium on Automation and Robotics 



 

51 

in Construction, (Isarc), pp. 603–609. doi: 10.22260/isarc2017/0084. 

Villamil, S., Hernández, C. and Tarazona, G. (2020) ‘An overview of internet of 

things’, Telkomnika (Telecommunication Computing Electronics and Control), 

18(5), pp. 2320–2327. doi: 10.12928/TELKOMNIKA.v18i5.15911. 

Wang, X. et al. (2020) ‘IoT-based intelligent construction system for prefabricated 

buildings: Study of operating mechanism and implementation in China’, 

Applied Sciences (Switzerland), 10(18). doi: 10.3390/APP10186311. 

Woodhead, R., Stephenson, P. and Morrey, D. (2018) ‘Digital construction: From point 

solutions to IoT ecosystem Copyright and re-use policy Digital construction : 

From point solutions to IoT ecosystem’, pp. 35–46. 

Xiaoli, X., Yunbo, Z. and Guoxin, W. (2011) ‘Design of intelligent internet of things 

for equipment maintenance’, Proceedings - 4th International Conference on 

Intelligent Computation Technology and Automation, ICICTA 2011, 2, pp. 

509–511. doi: 10.1109/ICICTA.2011.412. 

  



 

52 

APPENDIX 

Appendix – 1 : Demographics details of the respondents – Managers/Staff 
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Appendix – 2 : Demographics details of the respondents – Workers 

  



 

54 

Appendix – 3 : Item Descriptive analysis – Managers / Staff 
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Appendix – 4 : Item Descriptive analysis – Workers 
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Appendix – 5 : Cronbach’s alpha value of major constructs – Managers / Staff 
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Appendix –6 : Cronbach’s alpha value of major constructs – Workers 
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Appendix –7 : Pearson’s Correlation Matrix -  Managers / Staff 

 

**. Correlation is significant at the 0.01 level (2-tailed). 
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Appendix –8 : Pearson’s Correlation Matrix - Workers 

 

**. Correlation is significant at the 0.01 level (2-tailed). 

 



 

60 

 

Appendix –9 : Multiple regression coefficient – Managers / Staff 
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Appendix –10 : Multiple regression coefficient – Workers 
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Appendix –11 : The Questionnaire (Survey) – Managers / Staff 
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Appendix –12 : The Questionnaire (Survey) – – Workers (English) 

 

Using IoT to Support Operations in the Construction Sector (Workers Survey) 

 

We constantly strive to improve the quality of our work environment and services to 

give an awesome experience to our workers and community. We would like to invite 

you to participate in this research study (Using IoT to Support Operations in the 

Construction Sector) approved by (QU-IRB board) under the number (QU-IRB 1706-

E/22). For inquiries or questions about the ethical compliance of the study, contact the 

committee on the email: QU-IRB@qu.edu.qa.  

The study aims at exploring the factors influencing the satisfaction with IoT in the 

construction sector. The study will contrast both managers and workers perspectives. 

This survey is directed to workers only. 

 

** The Internet of things (IoT) describes an environment of physical objects (or people 

carrying such objects) that are embedded with sensors to exchange data with other 

devices and systems over the Internet or other communications networks. 

 

Section 1: 

General Information 

1- Age:   18-25       26-40       41-55     >55 

2- Years of experience in construction:   0-5       6-10       11-15    16-20    

 >20 

3- Educational Level:   No schooling    Reading/Writing    5th Grade 

Completed 

4- I have some knowledge about IoT:    Yes     No  

5- I have a previous interaction with IoT:      Yes     No  

 

 

Section 2: 

Determine your level of agreement/disagreement with the following items by choosing 

one of the answers: 

1=Strongly Disagree 2= Disagree 3= Neutral 4= Agree 5= Strongly Agree 

 

 Satisfaction with IoT devices 1 2 3 4 5 

1 I’m satisfied with using IoT devices in my 

company 
     

2 I recommend that all construction companies 

should use IoT 
     

3 I’m satisfied with the amount of information 

collected about me  
     

4 I’m satisfied with wearing apparel (wearables) 

with an embedded IoT device during work 
     

 Privacy-related concern 1 2 3 4 5 

5 I agree to collect data about my health      

6 I agree to collect data about my work activities      

mailto:QU-IRB@qu.edu.qa


 

66 

7 I agree to share my data with my work colleagues      

8 I agree to share my data with third parties      

 Health-related concern 1 2 3 4 5 

9 I don’t think IoT technology has influence on my 

health during work  

     

10 I don’t think IoT technology has influence on my 

health on the long term 

     

11 I don’t think that IoT technology could cause death      

12 I think IoT devices could help me monitor my 

health during work  
     

13 I recommend using IoT devices to evaluate my 

health condition 
     

 Ease of Use 1 2 3 4 5 

14 I think IoT will not prevent me from doing normal 

work activities 

     

15 I think I’m not required to do extra work to handle 

IoT device 

     

16 I think I need minimal training to be able to use 

IoT technology 

     

17 Using IoT technology is not complex      

 Security & Accessibility  1 2 3 4 5 

18 I trust my employer’s ability to protect my data      

19 My company have the latest security technology      

20 I think my Employer will not use the collected data 

against my interest 

     

21 I think I will be allowed to review the data 

collected about me 

     

22 I think my data will not be shared with third parties      

23 I Can select/define what information to be 

collected during my work 

     

24 All my data will be destroyed after I leave the 

company 

     

 Dependability of IoT technology      

25 IoT technology is dependable      

26 I highly trust IoT technology      

27 IoT will yield accurate data       

28 IoT technology would always be available (even at 

risky situations). 

     

 

If you have any extra comments, please feel free to write in the space below: 
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INFORMED CONSENT FORM 

Using IoT** to Support Operations in the Construction Sector  

 

We constantly strive to improve the quality of our work environment and services to 

give an awesome experience to our workers and community. We would like to invite 

you to participate in this research study (Using IoT** to Support Operations in the 

Construction Sector), The study is approved by the Qatar University Institutional 

Review Board with the approval number  QU-IRB 1706-E/22 If you have any question 

related to ethical compliance of the study you may contact them at QU-IRB@qu.edu.qa 

. 

This questionnaire will be used to collect the necessary data for the mentioned study to 

prepare for the graduation project within the requirements of the MBA degree at the 

College of Business and Economics at Qatar University. 

The expected time to complete the questionnaire is 10 minutes. The information 

provided by you will be kept strictly confidential. Your participation in this study is 

voluntary and confidential.  

Risks or discomforts: The risks of participating in this study are no greater than what 

is experienced in daily life.   

Benefits: While there are no benefits to you as a participant, your assistance in this 

research will help gauge public opinion on the use of IoT to benefit construction 

industry and could possibly provide a basis for the adoption of such use. 

Compensation: There is no compensation offered for taking part in this study. 

Confidentiality of records: Your individual information will be protected in all data 

resulting from this study. Your responses to this survey will be anonymous. No personal 

information will be collected other than basic demographic descriptors. 

Contact: If you have any questions or would like additional information about this 

study, please contact Salim Jarrar, sa2000060@student.qu.edu.qa, or the faculty 

member overseeing this project, Prof. Emad Ahmed Abushanab, 

eabushanab@qu.edu.qa. 

Voluntary Participation: Your participation in this study is completely voluntary. You 

may discontinue your participation at any time without penalty.  

Please answer YES if you wish to participate, confirming that you have read, reviewed, 

and agreed to participate. 

 Yes    No 

**The Internet of things (IoT) describes physical objects or people that are embedded 

with sensors to exchange data with other devices and systems over the Internet or other 

communications networks. 

 

 

 

 

 

 

 

 

 

 

 

 

mailto:eabushanab@qu.edu.qa
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Appendix –13 : The Questionnaire (Survey) – – Workers (Hindi) 

निर्माण के्षत्र र्ें संचमलि कम सर्र्ाि करिे के नलए IoT (आईओटी ) कम उपयोग करिम 

(श्रनर्क सरे्वक्षण) 

 

हम अपने कममचारिय ों औि समुदाय क  एक शानदाि अनुभव देने के लिए अपने काम के माहौि 

औि सेवाओों की गुणवत्ता में सुधाि किने के लिए िगाताि प्रयास किते हैं। हम आपक  (कू्य-

आईआिबी ब र्म) द्वािा अनुम लदत सोंख्या (QU-IRB 1706-E/22) के तहत इस श ध अध्ययन 

(लनमामण के्षत्र में समर्मन सोंचािन के लिए आईओटी का उपय ग) में भाग िेने के लिए आमोंलत्रत 

किना चाहते हैं। अध्ययन के नैलतक अनुपािन के बािे में पूछताछ या प्रश् ों के लिए, ईमेि पि 

सलमलत से सोंपकम  किें : QU-IRB@qu.edu.qa। 

 

अध्ययन का उदे्दश्य लनमामण के्षत्र में आईओटी के सार् सोंतुलि क  प्रभालवत किने वािे कािक ों की 

ख ज किना है। अध्ययन प्रबोंधक ों औि श्रलमक ों द न ों के दृलिक ण ों के लवपिीत ह गा। यह सवेक्षण 

केवि श्रलमक ों के लिए लनदेलशत है। 

 

 

** इोंटिनेट ऑफ लर्ोंग्स (IoT) भौलतक वसु्तओों (या ऐसी वसु्तओों क  िे जाने वािे ि ग) के 

वाताविण का वणमन किता है ज  इोंटिनेट या अन्य सोंचाि नेटवकम  पि अन्य उपकिण ों औि 

प्रणालिय ों के सार् रे्टा का आदान-प्रदान किने के लिए सेंसि के सार् एमे्बरे्र् ह ते हैं। 

 

अिुभमग एक: 

समर्मन्य जमिकमरी 

 

1- आयु:   18-25  26-40  41-55  >55 

 

2- लनमामण में वर्षों का अनुभव:   0-5    6-10   11-15    16-20  >20 

 

3- शैलक्षक स्ति:    क ई सू्किी लशक्षा नही ों    पढ़ना/लिखना   5वी ों कक्षा पूणम 

 

4- मुझे IoT के बािे में कुछ जानकािी है:   हााँ     नही ों 

 

5- IoT के सार् मेिी लपछिी बातचीत हुई है:   हााँ     नही ों 

 

 

धमरम 2:  

लनम्नलिखखत में से लकसी एक उत्ति क  चुनकि अपनी सहमलत/असहमलत का स्ति लनधामरित किें : 

1= पूिी तिह से असहमत 2= असहमत 3= तटस्र् 4= सहमत 5= पूिी तिह से सहमत 

 

 

 IoT उपकरणो ंसे संतुनि 1 2 3 4 5 

1 मैं अपनी कों पनी में IoT उपकिण ों के उपय ग से सोंतुि 

हों 
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2 मेिा सुझाव है लक सभी लनमामण कों पलनय ों क  IoT . का 

उपय ग किना चालहए 

 

     

3 मैं अपने बािे में एकत्र की गई जानकािी की मात्रा से 

सोंतुि हों 
 

     

4 मैं काम के दौिान एक एमे्बरे्र् IoT लर्वाइस के सार् 

परिधान (पहनने य ग्य) पहनने से सोंतुि हों 
 

     

 गोपिीयतम से संबंनधत नचंतम 

 

1 2 3 4 5 

5 मैं अपने स्वास्थ्य के बािे में रे्टा एकत्र किने के लिए 

सहमत हों 
 

     

6 मैं अपनी कायम गलतलवलधय ों के बािे में रे्टा एकत्र किने 

के लिए सहमत हों 
 

     

7 मैं अपने रे्टा क  अपने कायम सहय लगय ों के सार् साझा 

किने के लिए सहमत हों 
 

     

8  

मैं अपना रे्टा तृतीय पक्ष ों के सार् साझा किने के लिए 

सहमत हों 

     

 स्वमस्थ्य संबंधी नचंतम 

 

1 2 3 4 5 

9 मुझे नही ों िगता लक काम के दौिान IoT तकनीक का 

मेिे स्वास्थ्य पि क ई प्रभाव पड़ता है 

 

     

10 मुझे नही ों िगता लक IoT तकनीक का मेिे स्वास्थ्य पि 

दीर्मकालिक प्रभाव पड़ता है 

 

     

11 मुझे नही ों िगता लक IoT तकनीक मौत का कािण बन 

सकती है 

 

     

12 मुझे िगता है लक IoT लर्वाइस काम के दौिान मेिे 

स्वास्थ्य की लनगिानी किने में मेिी मदद कि सकते हैं 
 

     

13 मैं अपनी स्वास्थ्य खस्र्लत का मूल्ाोंकन किने के लिए 

IoT उपकिण ों का उपय ग किने की सिाह देता हों 
 

     

 उपयोग र्ें आसमिी 

 

1 2 3 4 5 

14 मुझे िगता है लक IoT मुझे सामान्य कायम गलतलवलधय ों 

क  किने से नही ों ि केगा 
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15 मुझे िगता है लक IoT लर्वाइस क  सोंभािने के लिए 

मुझे अलतरिक्त काम किने की आवश्यकता नही ों है 

 

     

16 मुझे िगता है लक IoT तकनीक का उपय ग किने में 

सक्षम ह ने के लिए मुझे नू्यनतम प्रलशक्षण की 

आवश्यकता है 

 

     

17 IoT तकनीक का उपय ग किना जलटि नही ों है 

 

     

 सुरक्षम और अनभगम्यतम 

 

1 2 3 4 5 

18 मुझे अपने रे्टा की सुिक्षा किने के लिए अपने 

लनय क्ता की क्षमता पि भि सा है 

 

     

19 मेिी कों पनी के पास नवीनतम सुिक्षा तकनीक है 

 

     

20 मुझे िगता है लक मेिा लनय क्ता मेिी रुलच के लवरुद्ध 

एकलत्रत रे्टा का उपय ग नही ों किेगा 
 

     

21 मुझे िगता है लक मुझे अपने बािे में एकत्र लकए गए रे्टा 

की समीक्षा किने की अनुमलत दी जाएगी 
 

     

22 मुझे िगता है लक मेिा रे्टा तीसिे पक्ष के सार् साझा 

नही ों लकया जाएगा 
 

     

23 मैं अपने कायम के दौिान एकलत्रत की जाने वािी 

जानकािी का चयन/परिभालर्षत कि सकता/सकती हों 
 

     

24 मेिे कों पनी छ ड़ने के बाद मेिा सािा रे्टा नि ह  जाएगा 
 

     

 IoT प्रौद्योनगकी की निभारतम 

 

     

25 IoT तकनीक भि सेमोंद है 

 

     

26 मुझे IoT तकनीक पि बहुत भि सा है 

 

     

27 IoT सटीक रे्टा देगा 
 

     

28 IoT तकनीक हमेशा उपिब्ध िहेगी (ज खखम भिी 

परिखस्र्लतय ों में भी)। 

 

     

 

यलद आपके पास क ई अलतरिक्त लटप्पणी है, त  कृपया नीचे लदए गए स्र्ान में बेलझझक लिखें: 
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सूलचत सहमलत प्रपत्र 

 

लनमामण के्षत्र में सोंचािन का समर्मन किने के लिए IoT** का उपय ग किना 
 

 

हम अपने कममचारिय ों औि समुदाय क  एक शानदाि अनुभव देने के लिए अपने काम के माहौि 

औि सेवाओों की गुणवत्ता में सुधाि किने के लिए िगाताि प्रयास किते हैं। हम आपक  इस श ध 

अध्ययन में भाग िेने के लिए आमोंलत्रत किना चाहते हैं (लनमामण के्षत्र में सोंचािन का समर्मन किने 

के लिए IoT** का उपय ग किके), इस अध्ययन क  कति लवश्वलवद्यािय सोंस्र्ागत समीक्षा ब र्म  

द्वािा अनुम दन सोंख्या के सार् अनुम लदत लकया गया है QU-IRB 1706-E/22 यलद अध्ययन के 

नैलतक अनुपािन से सोंबोंलधत आपके क ई प्रश् हैं, त  आप उनसे QU-IRB@qu.edu.qa पि सोंपकम  

कि सकते हैं। 

 

इस प्रश्ाविी का उपय ग कति लवश्वलवद्यािय में लबजनेस एों र् इक नॉलमक्स कॉिेज में एमबीए 

लर्ग्री की आवश्यकताओों के भीति स्नातक परिय जना की तैयािी के लिए उखिखखत अध्ययन के 

लिए आवश्यक रे्टा एकत्र किने के लिए लकया जाएगा। 

 

 

प्रश्ाविी क  पूिा किने का अपेलक्षत समय 10 लमनट है। आपके द्वािा दी गई जानकािी क  पूणमतया 

ग पनीय िखा जाएगा। इस अध्ययन में आपकी भागीदािी सै्वखिक औि ग पनीय है। 

 

जोखिर् यम परेशमिी: इस अध्ययन में भाग िेने के ज खखम दैलनक जीवन में अनुभव लकए गए 

ज खखम से अलधक नही ों हैं। 

 

लमभ: जबलक एक भागीदाि के रूप में आपक  क ई िाभ नही ों है, इस श ध में आपकी सहायता 

से लनमामण उद्य ग क  िाभ पहुोंचाने के लिए IoT के उपय ग पि जनता की िाय जानने में मदद 

लमिेगी औि सोंभवतः इस तिह के उपय ग क  अपनाने के लिए एक आधाि प्रदान कि सकता है। 

 

रु्आर्वजम: इस अध्ययन में भाग िेने के लिए क ई मुआवजा नही ों लदया जाता है। 

 

ररकॉर्ा की गोपिीयतम: आपकी व्यखक्तगत जानकािी इस अध्ययन के परिणामस्वरूप सभी 

रे्टा में सुिलक्षत िहेगी। इस सवेक्षण के प्रलत आपकी प्रलतलिया गुमनाम ह गी। बुलनयादी 

जनसाोंखख्यकीय लवविणक ों के अिावा क ई भी व्यखक्तगत जानकािी एकत्र नही ों की जाएगी। 

 

सै्वखिक भमगीदमरी: इस अध्ययन में आपकी भागीदािी पूिी तिह से सै्वखिक है। आप लबना 

लकसी दोंर् के लकसी भी समय अपनी भागीदािी बोंद कि सकते हैं। 

 

संपका  करें : यलद आपके क ई प्रश् हैं या इस अध्ययन के बािे में अलतरिक्त जानकािी चाहते हैं, त  

कृपया सिीम जिाि, sa2000060@student.qu.edu.qa, या इस परिय जना की देखिेख किने 

वािे सोंकाय सदस्य, प्र . इमाद अहमद म हम्मद अबुशानाब, eabushanab@qu.edu.qa से सोंपकम  

किें । 

 

यलद आप भाग िेना चाहते हैं, त  कृपया हाों में उत्ति दें , यह पुलि किते हुए लक आपने भाग लिया 

है, समीक्षा की है औि भाग िेने के लिए सहमत हैं। 
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 हााँ      नही ों 
 

 

**इोंटिनेट ऑफ लर्ोंग्स (IoT) भौलतक वसु्तओों या ि ग ों का वणमन किता है ज  इोंटिनेट या अन्य 

सोंचाि नेटवकम  पि अन्य उपकिण ों औि प्रणालिय ों के सार् रे्टा का आदान-प्रदान किने के लिए 

सेंसि के सार् एमे्बरे्र् हैं। 
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Appendix –14 : QU IRB Approval 
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