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Steganography is the process of embedding In this methodology, the stego image is converted from )

inside th fer th X . . sy adl sy adl
covert message inside the cover to transfer the spatial domain to frequency domain. o oSla Gaal O oSl genl)
conf!dentlal messages from the sender t‘? the * Embedding : The cover image used for hiding the : sl glall 5 8 el glall 5ym
receiver. Various steganography techniques secret is divided into multiple 8x8 blocks of pixel. In R i R
have been developed to date, and they utilize each of the pixel, 2D DCT is applied. The DCT M el Hgiaa
various digiFaI formats such as text, photos, coefficient is quantized using the quantization o s ﬂfgg;"*;:‘jj.
audio, and video. ) ) matrix. The secret data is preprocessed to produce ﬁ?it:‘\s\‘g ) M.: cds 9
Common me.thod used In image the secret bits and the secret is embedded inside T oyl
steganography is the Least significant bit the DCT coefficients. After embedding, the stego ™ Dot 1/4/1989 wilh = L 1/4/1989
methc?d (LSB). Even though LSB has hlgh image is obtained. coverimage secrettext stegoimage  recovered
capacity, they are not robust against . Extraction: Apply inverse 2D DCT to the modified secret
compression and  not secure against block of pixels and generate the recovered secret. Resul 0 ¢ CelebA f . fi
steganalysis [1]. esultant Images o Celel ace anti-spoofing
To overcome this, image steganographic dataset against DCT and WDCT algorithm
methods in frequency domain such as Discrete
Cosine Transform (DCT) and the extended - et s
version of DCT i.e.,, Warped Discrete Cosine Sample images from CelebA face [V
Transform (WDCT) [4] is introduced. These . G oo
methods ensure high robustness and anti-s OOfIn < dataset | ot s
imperceptibility compared to LSB. I
The main aim of this work is to evaluate the v
performance of DCT and WDCT on different © L&_,EL
public datasets.
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Resultant Images of NWPU-Crowd dataset against
DCT and WDCT algorithm

General Steps in Image
Steganography Sample images from NWPU-

Crowd dataset Discussion and Conclusion

It is evident from the experimental results that
the performance of the frequency domain
methods such as DCT and WDCT on different
public datasets has achieved higher accuracy.
The PSNR value, encoding time and decoding
time is calculated for each experiments.

The resultant images proves that the methods

are very less prone to noise attack..
Experimental Results Among the algorithms, WDCT has high
imperceptibility and robustness with minimal or

sl «Jl| pataset Method PSNR | Encode Decode Length | no distortion with high PSNR metrics.
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Extracting — ‘i\lu w:i‘ (db) Time(s) Time | (bytes) Therefore, these image steganographic
Sl s (s) technique produces high security compared to
2 el aa Ml traditional method namely LSB.
Recovered bR 61 e Lot Ly e The privacy of differential confidential data can

secret R be secured through image steganography.
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